
Students

Malicious 
software

Do not install software of 
unreliable or unknown 
sources on your computer 
because it may contain 
viruses, worms or other kinds 
of malware

While navigating online, if 
a pop-up window asks you 
to perform an Internet virus 
check, ignore it because 
it will potentially attempt 
to fraudulently steal your 
personal information or 
install malicious software

Inform your children that 
their mobile devices can 
be potentially affected with 
malicious software

Advise your children 
not to open emails and 
attachments from unknown 
senders to avoid exposing 
their computers to viruses, 
worms and trojans

Emphasize to your students 
that is high priority to install 
antivirus software to their 
computers and update it 
frequently

Draw attention to your 
students to regularly backup 
their data as an essential 
task to protect their important 
files and prevent data loss
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