
1

Students

Sextortion

Use wisely the camera of 
your digital device and only 
with people you really know

Do not share, send or post 
online personal photos or 
videos with sensitive content

Help your children to enable 
all necessary privacy settings 
in social media apps to 
safely adjust what personal 
info will be public available

If your children have been 
exposed to online sexual 
abuse or extortion, try to 
make them feel comfortable 
about seeking help and 
protection

Motivate your students to 
use malware protection 
software and have installed 
the latest security updates 
of their operating system, 
thus reducing the chance of 
trojan malware to activate 
and control their camera

If your students have 
been exposed to online 
sexual abuse or extortion, 
show them how to keep 
evidence (i.e., screenshots, 
chats, e-mails) and close 
collaborate with their parents

Parents

Teachers
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